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Motivation

• Bank panics are rare but very disruptive phenomena 
• Were thought to be extinct but came back during the Great Recession 

• Crucial to analyze informational determinants of depositors’ 
behavior during bank panics 

• What kind of information depositors have access to
• How information is transmitted etc
• What information is available to the market

• Empirical challenges
• Contamination from concurrent macroeconomic shock
• Lack of detailed data on individual depositor



This paper:

• Rare reputation-based bank panic in summer 2004, 
triggered by unexpected CB announcement to crack 
on bank suspicious offshore operations

• Not contaminated by an accompanying macroeconomic 
shock 

• No deposit insurance present

• Weekly data on wire transfers of institutional 
depositors

• What kind of information individual institutional depositor 
base their decision to withdraw funds from the bank

• Heterogeneity in access to and response  depending on 
depositor type

• Mechanisms of information transmission: Informational 
flows between different groups of depositors



Results I

• Depositors with strong business relationship with their bank
• Seem to observe very confidential and crucial information about their 

bank regulatory risk and respond to this during the bank panic
• Given the CBR announcement with use Chernykh, Mityakov (2017) offshore 

activity measure
• Heterogeneity: Depositors who are likely to be the beneficiaries of offshore 

operations increase their transfers, all others cut down ties with offshore-active 
banks

• Tend to respond less to publicly information about banks: e.g. 
capital, rumors

• Depositor-companies in addition provide liquidity for their banks in 
case those banks get into trouble



Results II

•Depositors without strong business relationship 
with their bank (“non-connected” depositors)

• Seem to be uninformed about bank offshore activities

• Tend to respond to observed measures such as pre-crisis bank 
capital adequacy, bank size, bank liquidity, portfolio risk, or even 
rumors in the banking community

• There seems to be an information spillover from more informed 
to less informed depositors

• Both(?) for depositor-banks and depositor-companies



Crisis timeline

• On May 12 2004 “SodBusinessBank” (57th place by asset size) was closed for 
suspicious offshore and money laundering operations 

• Quite unexpected decision as it was not supported by fundamental factors: 
ROA, capital etc.

• CBR announced plans to close at least 10 more banks for suspicious activities

• June 2, “CreditTrustBank” was closed due to run on its deposits
• It was widely believed that it had the same owners as SodBusinessBank

• Panic for most of June, mid July
• Larger banks under attack: Alpha Bank (4th by size), Guta Bank (26th)
• Guta bank was eventually purchased by state-owned bank VTB, Alpha 

bank survived due to massive injections of capital by owners and 10% fee 
on withdrawal of deposits

• Central bank revisited its policy stance in mid July, provided 
liquidity and introduced some DIS provisions 

• Repercussions felt until early October



“Unusual” crisis: Macroeconomic stability



MIBOR on ruble overnight loans



Outline of empirical approach

• Goals: 
• Understand what types of information depositors have access to and act 

upon during a bank panic

• How/whether different depositors respond to the same information

• What are the flows of information between depositors groups 

• Need to measure 3 things
• 1. Depositors response

• 2. Bank level information

• 3. Depositors characteristics



1. Measuring depositor’s response
• Banking wire transfers data for institutional depositors in 

2004.
• Transaction level dataset for each wire transfer in 2004
• Contains sender, receiver, senders bank, and receivers bank

• Dependent variable: normalized net transfer
• For each depositorXbank pair calculate total funds sent and received 

within a week
• Net (weekly) transfer to a given bank by a given company relative to 

total company turnover within a week (total sent+received through 
all banks)



2. Bank characteristics

• Public bank-level information
• Bank capital adequacy ratios measured in 2003
• Online rumors about bank being on the “blacklist” of the Central 

Bank
• Bank size, bank liquidity etc

• Private bank-level information:
• Offshore fraction From Chernykh, Mityakov (2017)
• Central bank data on Russian banks accounts in foreign countries: 

2000-2003
• Every bank every month discloses this info to the CB
• Volume of annual transactions, and balances

• List of offshore countries and localities published by Central Bank in 
2003 



BACKUP: Measuring offshore banking II

• Calculate offshoring as a fraction of total (annual) 
transactions through offshore zones relative to total foreign 
transactions



3. Depositor’s heterogeneity

• 1. Depositor that are themselves bank vs non-financial 
companies

• 2. Measuring depositor connection to their bank
• For depositor-banks use dummy for correspondent account 

relationship present: connected vs non-connected depositor-banks

• For depositor-companies 3 groups:

• Insiders: whether the company was a large borrower in a given bank

• Outsiders: company has low pre-crisis turnover with a given bank

• (NEW results Informed: whether company has high pre-crisis turnover in a 
given bank (>50%))

• 3. Depositors’ own involvement/benefit from suspicious 
offshore operations: “sound” vs “suspicious” depositors
• Use finding from Chernykh and Mityakov (2017) that banks conduct 

offshore operations to facilitate tax evasion of their clients

• Use Braguinsky, Mityakov (2015) tax evasion measure

• Use Russian IRS data on reported incomes and Russian DMV data on cars

• Idea: you can hide your income but not your car



Back up: How large is tax evasion in banks?

• Annual incomes in $ per year
• We use private domestic banks in our analysis



Depositor Connected Non-connected

Sound Suspicious Sound Suspicious

Publicly observable 
bank risk

Privately observable 
bank risk

No 
effect?

No effect?

Outline of empirical approach



Empirical specification

NetTri,b,t=ft+fb+bRUNtBCb+gXi,t+ei,t

• NetTri,b,t is net transfer by company i into bank b in week t
• RUNt are time period dummies
• Bank panic: May-July
• Aftershock: Aug-Sep
• After bank panic: Oct-Dec
• Also use monthly dummies specification

• Xi,t are depositor/bank controls
• BCb bank level characteristics of interest
• Offshore banking, capitalization, withdrawals of other agents



Credibility crisis development

Dec Jan Feb Mar Apr May Jun Jul Aug Sep Oct Nov Dec

2003 2004 2004

Central Bank admits a liquidity crisis;

Bank Runs Period 

1st bank closed for Money Laundering; 

Adoption of  DIS Law

Regulator  voices a plan  to close more "grey" banks

Liquidity provision and DIS Law amendment 

Calming down periodPre panic period After panic period



Depositor-companies’ response to offshore measure



Depositor-banks’ response to offshore measure



Month-by month response to offshore measure



Role of rumors

• Central Bank in May 2004 announced plans to close down banks for 
suspicious offshore operations and stated that there was a tentative list 
of 10 more banks that might be closed in the near future

• As a result banking community actively compiled and exchanged 
those lists on banking community websites at the time, which we 
were able to download.

• We have 3 partially overlapping lists which contain 37 unique banks

• We use dummy variable for the inclusion in the list as observable 
bank characteristic



Bank characteristics and blacklist probability



Depositor-banks’ response to blacklist dummy



Depositor-companies’ response to blacklist dummy



Information spillovers

• Look at the possibility of information spillover from “informed” to 
“uninformed” agents

NetTri,b,t=ft+(fb)+aWithdrawalb,t+bRUNtWithdrawalb,t+gXi,t+ei,t

• Withdrawalb,t is total withdrawal performed by “informed” depositors 
(banks or companies) divided by total bank assets
• a shows the effect of withdrawals before the bank panic
• b shows the change during the panic panic



Information spillover for depositor-banks’ 



Information spillover: insiders as a signal



Role of bank ownership



Conclusion
• Market participants (at least those having business relationship with the 

banks in question) seem to be able to see bank offshore operations and act 
on this information
• Heterogeneity in response during bank panic:

• Agents that are less likely to be beneficiaries of suspicious operations cut 
down ties with offshore banks 

• Less transparent depositors intensify their transfers into offshore banks

• Depositors without close connection to their deposit holding banks tend to 
look at observable measures of bank quality (capital, ownership) or even 
rumors
• Note that depositors with strong connection actually help their banks when they 

are erroneously rumored to be “bad”

• There seems to be information spillovers from more informed to less 
informed agents (albeit with a lag)

• Even in a very opaque banking system crucial information is available to a 
sizeable minority of depositors and from their actions is transmitted to a 
wider audience



Another group for depositor-companies

• Use past (first 10 weeks of 2004) volume of transactions to identify 
companies that are heavily involved with a given bank instead of loan 
size
• Use 50% of total transactions as breakpoint
• Drop these 10 weeks from the analysis to avoid automatic correlation

• These are likely to be informed companies but not insiders (explicitly 
exclude insider’s group – those with loans)
• Sizeable minority – 20 % of total depositors compare to less than 1% 

for insiders (largest borrowers)
• 3 groups of companies now: 
• Connected - those with loan relation
• Informed outsiders – those with sizeable turnover over the first 10 weeks
• Uninformed outsiders – those with small turnover over the first 10 weeks



Depositor companies and offshore activity



More nuanced story about depositor 
companies

• Not only bank insiders but also companies that transact often with 
the bank (before the crisis) tend to respond to offshore fraction

• Response of informed companies is unambiguously negative

• Uninformed companies “run to safety” the transfer funds into Larger 
banks (results, not shown: they transfer funds into banks with less 
riskier portfolios, more liquid assets)

• Uninformed companies DO respond to withdrawals of informed 
agents 



Information spillovers OLS:
informed depositors as a signal



Conclusion
• Market participants (at least those having business relationship with the 

banks in question) seem to be able to see bank offshore operations and act 
on this information
• Heterogeneity in response during bank panic:

• Agents that are less likely to be beneficiaries of suspicious operations cut 
down ties with offshore banks 

• Less transparent depositors intensify their transfers into offshore banks

• Depositors without close connection to their deposit holding banks tend to 
look at observable measures of bank quality (capital, ownership) or even 
rumors
• Note that depositors with strong connection actually help their banks when they 

are erroneously rumored to be “bad”

• There seems to be information spillovers from more informed to less 
informed agents (albeit with a lag)

• Even in a very opaque banking system crucial information is available to a 
sizeable minority of depositors and from their actions is transmitted to a 
wider audience


